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RAM is an authorisation service that allows a person to access government online services on 
behalf of a business.

Businesses use RAM to manage their business authorisations in one place.

• Setting up a business – a principal authority needs to be the first link to the business in RAM, which requires a 
Digital Identity (myGovID) 

• Authorising other users – When the ABN is linked, other users can be authorised to act on behalf of the 
business

• Accepting an authorisation - To accept an authorisation, a person needs a Digital Identity (myGovID) with a 
verified identity
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Linking the business online in RAM 

Only a principal authority can link the business 

online in Relationship Authorisation Manager

A principal authority is a person responsible for the 

business such as a:

• sole trader 

• eligible individual associate listed on an 
Australian Business Number in the Australian 
Business Register (ABR) - this includes the 
trustee, director, public officer or partner. 

To link the business online, a principal authority 

needs to have a myGovID with a Strong Identity 

Strength, which requires an Australian Passport to 

achieve. 
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Linking a business

If you can’t link the business online

A person will need to contact the RAM support line to link 
the business if:

• They are unable to achieve a Strong myGovID 

• Their business does not display when trying to link 
online in RAM 

• Their entity does not have individual associates listed 
on the ABN in ABR

• Examples of such entities are corporate trustees, 
charities and not-for-profit organisations. 

• A responsible person of these entities who can be 
linked are known as a ‘primary person’. 

Find out more: 
info.authorisationmanager.gov.au/phonelinking
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Roles in RAM for a 
business

Authorisation administrators
Can add and manage authorised users.

Principal Authority
The person responsible for the business.

Can add and manage:

• Authorisation administrators

• Authorised users

Authorised users
Can act on behalf of the business online



You don’t need your staff member’s digital identity 

You don’t need to see or know a staff member’s Digital Identity when adding their authorisation in RAM.

Formal name

All you need is the staff member’s formal name when adding their authorisation, so it matches their Digital 

Identity when they accept the authorisation. If their name does not match, they will not be able to accept it.

Staff member’s business email

It is recommended using the staff member’s business email in the authorisation, which is where their 

authorisation request will be sent.

Accepting the authorisation

A user must voluntarily accept the authorisation, which they do in RAM with their Digital Identity. This links 

them to the business and allows them to act on behalf of the business online.
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About authorising other users



Adding users in RAM 
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Authoriser signs in to RAM

The authoriser: 

• Principal Authority, or

• Authorisation Administrator

visits RAM and signs in with 
their Digital Identity

info.authorisationmanager.gov.au

Adding users in Relationship Authorisation Manager



To add staff to act on 
behalf of the business

To be the Principal 
Authority of the ABN

RAM options

To accept an authorisation 
(received by email)

Adding users in Relationship Authorisation Manager

Select View or manage 
authorisations to add 
users



Your business will 
appear here when 
it is linked

Select your 
business to view 
and add users

Select the business

Adding users in Relationship Authorisation Manager



All authorised 
users will appear 
here

Add new user

Q. Is there a bulk 
option for adding 
users?

A.  No. 
We recommend 
setting up more than 
one Auth Admin 
spread the load

Adding users in Relationship Authorisation Manager



Select 
Standard user

Representative type

Adding users in Relationship Authorisation Manager



Enter their full formal name

Ensure their name is the 
same as their Digital Identity 
name, or they won’t be able 
to accept the authorisation. 

Email address

Does not need to be their 
Digital Identity email.

Their business email address 
is recommended.

Representative details

Adding users in Relationship Authorisation Manager



Will the user be an 
Authorisation administer 
to add other users?

Select ‘No’ for normal 
staff members

Select ‘NO’ to Machine 
Credential Administrator

Authorisation details

Adding users in Relationship Authorisation Manager



Select Custom access for 
Department of 
Employment and 
Workplace Relations

Note: DEWR doesn’t differentiate 
between Full and Custom access, 
however, this may change in the 
future. 

Only select other agencies if the 
user needs access to them.

Agency access – Department of Employment and Workplace Relations

Adding users in Relationship Authorisation Manager



Review the authorisation 
details and accept the 
declaration before you 
submit

9 Submit

Adding users in Relationship Authorisation Manager



An authorisation request is 
emailed to the user. It 
contains an authorisation 
code.

To accept the authorisation, 
the user needs to sign into 
RAM with their Digital 
Identity and use the 
authorisation code.

10 Authorisation request created

Adding users in Relationship Authorisation Manager



Accept a RAM authorisation 
with Digital Identity
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A user can accept their 
authorisation when they 
receive their authorisation 
request.

The authorisation code is 
valid 7 days.

A code can be re-issued by 
their authoriser in RAM.

Authorisation request email

User accepts their RAM authorisation



Login to RAM

The user visits RAM 
and logs in with their 
Digital Identity

authorisationmanager.gov.au

User accepts their RAM authorisation



The code from the 
authorisation request 
email is entered here

Common issue: If the user’s name in the RAM authorisation does not match their Digital 
Identity name, they won’t be able to accept the authorisation. 
Their administrator will need to sign into RAM and update their name in the authorisation.

Accept an authorisation from a business

User accepts their RAM authorisation



Review and accept

User accepts their RAM authorisation

When the user accepts, 
they are authorised to 
act on behalf of the 
business in the selected 
agencies.



Help and more information
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25info.authorisationmanager.gov.au

Help and 
further 
information

Visit RAM
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Visit DEWR

Search About Digital 
Identity or use the 
address below

Help and 
further 
information

www.dewr.gov.au/digital-identity-accessing-dewr-online-services
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